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To Magyar Telekom Telecommunications PLC, Budapest, Hungary 


1 Assurance engagement 


With purchase order dated March 21, 2024, Deutsche Telekom AG (hereinafter ‘DTAG’) 
engaged us to perform a reasonable assurance engagement on the description of the 
compliance management system (‘CMS description’) attached in Appendix 1, as well as of the 
appropriateness, implementation and operating effectiveness of the compliance management 
system for the delineated area of anti-corruption of DTAG and 20 of its subsidiaries and 
affiliates (hereinafter ‘Deutsche Telekom’). This report only refers to the audit of the 
compliance management system for the delineated area of anti-corruption during the period of 
operating effectiveness from July 1 to December 31, 2024, of 


Magyar Telekom Telecommunications PLC, Budapest, Hungary 
– hereafter ‘MT’ or ‘entity’ – 


This assurance report is addressed to the Management Board and the Supervisory Board of 
the entity for informational purposes only and may not be used in any other context than for 
the information of the Management Board and the Supervisory Board. In particular, this 
assurance report may not be disclosed to third parties or used in sales brochures or other 
similar public documents or media unless our approval is given. We approve the transfer of 
this document to third parties, provided they acknowledge our limitation of liability in an 
electronically based counter-confirmation process or similar procedure. Third parties within the 
meaning of these regulations exclude members of the Supervisory Board. 


We have provided the service described above on behalf of the aforementioned entity. We 
have carried out our engagement on the basis of the General Engagement Terms included in 
our engagement agreement dated as of January 1, 2024 (Appendix 2). By taking note of and 
using the information as contained in our assurance report, each recipient confirms to have 
taken note of the terms and conditions stipulated in the aforementioned General Engagement 
Terms (including the liability limitations specified in item no. °9 included therein) and 
acknowledges their validity in relation to us. 
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2 Definition and delineation of the 
compliance management system 


A compliance management system (CMS) is the entirety of all principles, procedures and 
measures (hereinafter referred to collectively as regulations) of an entity that are intended to 
ensure compliance of the entity, its employees and any third parties (if applicable), i. e. 
compliance with specific rules and requirements and/or the prevention of material violations of 
rules and requirements in clearly defined specific areas (non-compliance). 


The design of a CMS includes specific generally accepted basic elements: 


• the encouragement of compliance culture,  


• the design of the compliance framework (organizational and operational structure),  


• the establishment of compliance objectives, 


• the process of identifying and analyzing compliance risks by the entity, 


• the process of preparing the compliance program, 


• the development of the communication process as well as 


• the procedures for monitoring and improving the CMS. 


The statements contained in the CMS description regarding the regulations of the CMS are 
presented fairly if they address all the basic elements of a CMS and do not contain any 
material misstatements. This includes incomplete or incorrect information as well as 
inappropriate generalizations or unbalanced and distorting representations that could mislead 
the report's addressees. 


The regulations outlined in the CMS description for the delineated area of anti-corruption are 
appropriate if they are suitable for identifying risks of material breaches of rules in good time 
with sufficient certainty and for preventing such breaches of rules. This also means that 
breaches of rules which have already occurred must be reported promptly to the responsible 
office in the company so that the necessary consequences for improving the CMS can be 
taken. 


The CMS is effective if the regulations in the ongoing business processes are complied with by 
the persons concerned according to their responsibilities within a certain period of time. Even 
an effective CMS is subject to system-inherent limits, meaning that significant breaches of 
rules may occur without being prevented or detected by the system. 


A CMS that has been appropriately designed and effectively implemented cannot absolutely 
ensure that the regulations of the delineated area will always be followed or that non-
compliance will be prevented, detected and sanctioned by the system. These inherent 
limitations of such systems result from the possibility that human judgment may lead to 
erroneous decision-making processes, that management may decide not to implement 
measures when costs exceed benefits, that disruptions solely due to simple human errors or 
mistakes may occur, or that controls may be circumvented or overridden by two or more 
persons in collusion.  
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3 Performance of the engagement 


3.1 Subject of the engagement 
The subject of our assurance engagement were the assertions contained in the CMS 
description in Appendix 1 regarding the appropriateness, implementation and effectiveness of 
the entity’s CMS for the area of anti-corruption, as established by the legal representatives. In 
accordance with our engagement letter, our engagement and reporting are limited to the 
regulations of the CMS related to the delineated area of anti-corruption as described below:  


‘Deutsche Telekom defines corruption as any behavior that is punishable under German 
criminal corruption law and corresponding criminal law provisions of foreign legal systems 
(particularly the UK Bribery Act, US Foreign Corrupt Practices Act (FCPA)).’ 


Deutsche Telekom AG (‘DTAG’) sets out minimum standards that apply across the Group for 
the design of the CMS. In accordance with a risk-oriented maturity model, the individual 
subsidiaries and affiliates are grouped into clusters, based on various parameters and data, 
and must gradually - depending on the cluster - fulfill increasing minimum requirements. 


The legal representatives established the CMS on the basis of the frameworks set out in the 
IDW AsS 980 n.F. 


The entity´s legal representatives are responsible for the CMS, including the delineation of the 
areas to be audited and the documentation of the CMS, as well as for the content of the CMS 
description. Furthermore, the legal representatives are responsible for the processes and 
controls that they have deemed necessary to enable the preparation of a CMS description that 
is free from material misstatement and to provide sufficient appropriate evidence for the 
assertions in the CMS description. 


Our responsibility is to express, on the basis of our engagement work, an opinion with 
reasonable assurance on the fair presentation of the CMS principles, procedures and 
measures (regulations) contained in the CMS description (Appendix 1) in accordance with the 
applied CMS principles set out in IDW AsS 980 n.F. 


In addition, our responsibility is to express a reasonable assurance conclusion on the 
appropriateness, implementation and effectiveness of the CMS for the delineated area of anti-
corruption, on the basis of our engagement work. Our audit does not include an assessment of 
which areas of regulation have been defined by the legal representatives as the subject of the 
company-wide compliance organization or which sub-areas have been defined as the subject 
of the CMS audit. As a systems-related engagement, the objective of the assurance 
engagement is not to identify individual incidences of non-compliance. Therefore, it is not 
directed towards obtaining assurance about the actual compliance with regulations and 
requirements. 
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3.2 Nature and scope of review procedures 
We performed our assurance engagement based on the professional duties set forth for public 
auditors as prescribed by the IDW Assurance Standard: Principles of Proper Performance of 
Reasonable Assurance Engagements Relating to compliance management systems (IDW AsS 
980 n.F. (09.2022)). Our audit practice has complied with the requirements of the quality 
assurance system of the IDW Standard on Quality Management: Requirements for Quality 
Management in the Auditing Practice (IDW QMS 1 (09.2022)) applied. We have complied with 
the professional duties in accordance with the WPO ((German) Public Accountants Act) and 
the BS WP/vBP (Professional Statutes of Accountants/Certified Auditors), including the 
requirements for independence. This standard requires that we plan and perform the 
assurance engagement so that we can, with reasonable assurance, assess  


• whether the CMS regulations implemented at the time of the assurance engagement are 
appropriately presented in all material respects in the CMS description in accordance with 
the applied CMS principles, 


• that the assertions contained in the CMS description about the CMS principles and 
measures are, in accordance with the applied CMS principles, suitable for both identifying 
in due time and with reasonable assurance risks of material non-compliance with applicable 
anti-corruption regulations and for preventing such non-compliance and 


- whether the assertions described were effective in all material respects during the period 
from July 1 to December 31, 2024. 


We applied professional judgment in determining our audit procedures during the assurance 
engagement and considered our knowledge of the legal and economic environment and the 
compliance requirements of the maturity model of Deutsche Telekom and performed 
interviews and reviews of CMS documentation on this basis. We assessed the principles and 
measures set forth in the CMS description and the evidence presented to us primarily on a 
sample basis. We believe that our engagement provides a reasonable basis for our assurance 
opinion. 


Our opinion does not cover other information in the CMS description that is not part of the anti-
corruption component and, accordingly, we do not express an opinion or any other form of 
assurance conclusion on this other information. 


Deutsche Telekom’s CMS is designed and rolled out by DTAG's Group Compliance 
Management department. In order to assess the appropriateness, implementation and 
effectiveness of the CMS of centrally performed processes, we performed our audit 
procedures centrally, i.e. through activities at the level of DTAG. In addition to the central 
compliance department, compliance officers have been appointed at the level of the 
subsidiaries who are responsible for the decentralized implementation of the CMS in the 
respective subsidiary. To this end, decentralized audit activities were carried out at Magyar 
Telekom Telecommunications PLC level. 


At central level (DTAG), we performed the following audit procedures: 


• Review of the CMS description, 


• Review of conceptual documentation on the maturity model of Deutsche Telekom, 


• Review of board approvals and communication of compliance related policies, in particular 
Code of Conduct and Group policies, 


• Review of fundamental CMS documentation such as process manuals and policies, 
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• Review of documentation on the design and performance of the Compliance Risk 
Assessment in order to assess and validate the performed risk assessment with regard to 
corruption risks, 


• Review of documentation relating to the organizational and operational structure of Group 
Compliance Management, including the rules of procedure for the Compliance Committee, 


• Review of other organizational documents, in particular minutes and reports on meetings, 


• Review of documentation regarding the compliance communication, in particular 
compliance related communication by management (‘tone from the top’) and compliance 
communication on the intranet of the entity, 


• Inspection of IT-tools and portals used, e. g. Case Management and consultation desk, 


• Review of the documentation for auditing business partners in the context of M&A 
transactions. 


The business processes presented, along with the compliance-related measures and controls 
contained within them, encompass both DTAG and MT. Transactions from MT were included 
in the populations for the sample-based design and operational tests. 


Furthermore, we conducted interviews with the following representatives: 


• Member of the DTAG Management Board with responsibility for compliance, 


• Managers and employees from Group Compliance Management. 


At decentral level (MT) we performed the following audit procedures: 


• Review of documentation regarding the organizational and operational structure of the 
Compliance department of the entity (e. g. organizational charts, process manuals),  


• Review of documentation on the performance of the Compliance Risk Assessment 
regarding the assessment of corruption related risks,  


• Review of other organizational documents, in particular minutes and reports on meetings 
and compliance reports, 


• Review of documentation regarding the compliance communication, in particular 
compliance related communication by management (“tone from the top”) and compliance 
communication on the intranet of the entity, 


• Review of board approvals and communication of compliance related policies and Code of 
Conduct, 


• Review of the documentation regarding the handling of compliance tip-offs and the case 
management process, 


• Review of documentation relating to the conduction of classroom training and monitoring of 
participation in eLearning, 


• Review and inspection of the documentation of compliance-relevant measures and controls 
in the area of procurement and sales, 


• Review of the design and performance of relevant controls of the Internal Control System 
(ICS) in the area of procurement and sales, 


• Inspection of the audit plan of the internal audit function and review of selected audit 
reports with regard to anti-corruption, 


• Review of documentation regarding the integration of compliance in HR processes, 


• Review of the documentation for auditing business partners in the context of M&A 
transactions, 
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• Review of documentation in connection with the granting of donations and the performance 
of events and sponsorship activities, 


• Performance of random sample testing of the design and performance of compliance-
relevant measures and controls in the following business processes: 


- Procurement, 


- Sponsoring. 


Furthermore, we conducted interviews at decentral level (MT) with the following 
representatives:  


• Compliance Officer and employees of the compliance department,  


• Member of the Management Board with overall compliance responsibility, 


• Management and employees of other business areas, in particular  


- Sales, 


- Procurement, 


- Responsibles for testing of the ICS controls in the area of procurement and sales,  


- Responsibles for events, sponsorship and donations. 


We performed the engagement (with interruptions) from March 21, 2024, to August 1, 2025. 


We were provided with all the information and evidence we had requested. Legal 
representatives have provided a written representation on the completeness and accuracy of 
the CMS description and the explanations and evidence provided to us related to the 
appropriateness, implementation and effectiveness of the CMS. 
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4 Findings and recommendations for the 
compliance management system 


Without limiting our assurance opinion, we identified the following findings and 
recommendations during our assurance engagement on the compliance management 
system of Magyar Telekom Telecommunications PLC for the delineated area of anti-
corruption. 


Compliance-Program: Onboarding of new suppliers – pre-qualification 


According to Directive 376 ‘MT Group's classification scheme for suppliers of materials and 
capital goods’ the pre-qualification of the supplier is necessary if the supplier is to be qualified 
by the procuring entity, because it will be invited to participate in a procurement procedure at a 
later stage and the supplier is not yet registered in the supplier qualification system. 


We performed a random sample testing on the integrity checks of new suppliers 
(8  transactions). The following findings were identified during the sample testing: 


• In 6 of 8 cases the pre-qualification procedure was not mandatory, because of a simplified 
qualification procedure.  


• In 2 of 8 cases a pre-qualification procedure was mandatory. In one of these cases, no 
prequalification was carried out.  


We recommend communicating the requirements of the supplier selection process on a 
regular basis to maintain employees’ awareness. We also recommend implementing a 
checklist to verify that all relevant steps have been completed. 
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5 Assurance opinion 


Our assurance opinion exclusively encompasses the CMS description (Appendix 1) of the 
delineated area of anti-corruption at Magyar Telekom Telecommunications PLC, Budapest. 
Any extrapolation or transfer of this assurance opinion to other compliance matters not 
covered by this delineated CMS could lead to false conclusions being drawn. 


Based on our insights of our reasonable assurance engagement we conclude that 


• the CMS principles, procedures and measures (regulations) implemented in the period from 
July 1, 2024 to December 31, 2024 are adequately described in the CMS description in 
accordance with the applied CMS principles in all material respects, and, 


• the assertions contained in the CMS description about the CMS principles and measures 
are, in accordance with the applied CMS principles, in all material respects 


- during the period from July 1, 2024 to December 31, 2024, suitable for both identifying in 
due time and with reasonable assurance risks of material non-compliance with 
applicable anti-corruption regulations and for preventing such non-compliance, and,  


- were effective during the period from July 1, 2024 to December 31, 2024. 


For our detailed findings and recommendations, please refer to our statements in section 4 
‘Findings and recommendations for the compliance management system’. The CMS 
description for the delineated area of anti-corruption at the entity was completed as of 
December 31, 2024. The explanations of audit procedures for assessing the appropriateness, 
implementation and effectiveness of specific principles and measures therefore cover the 
period from July 1 to December 31, 2024. Any extrapolation of this information to a future date 
could lead to false conclusions being drawn if the CMS has been changed in the interim.  


Even an otherwise effective CMS is subject to inherent limitations of a system, which means 
that incidents of material non-compliance may occur that are not prevented or detected by the 
system. The objective of this assurance engagement is to obtain assurance on the system, not 
identifying any incidences of non-compliance. It is therefore not intended to obtain audit 
assurance on actual compliance with rules and regulations.  
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@@linksunterzeichner--@@ @@rechtsunterzeichner--@@


The engagement, in the performance of which we provided the aforementioned service for the 
entity, was based on the General Engagement Terms for Auditors and Auditing Companies 
dated January 1, 2024 (Appendix 2). By taking note of and using the information contained in 
this letter, each recipient confirms that he/she has taken note of the provisions contained 
therein (including the liability provision under No. 9 of the General Engagement Terms) and 
acknowledges their validity in relation to us. Accordingly, our liability for damages caused by 
negligence towards all claimants is limited to a total amount of EUR 4 million. 


  


Düsseldorf, August 1, 2025   


KPMG AG 
Wirtschaftsprüfungsgesellschaft


 


  
Stauder 
Wirtschaftsprüfer 
[German Public Auditor] 


Dr. Montilla Fernandez 
Engagement Manager 


 


 


Luis Montilla Fernandez
01.08.2025


Marc Stauder
01.08.2025
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management system  
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1 Introduction 


The Compliance Management System (CMS) described below outlines the measures, processes and 
the associated objectives set up along the basic elements of the IDW AssS 980 (09.2022) (auditing 
standard of the Institute of Public Auditors in Germany), with the aim of ensuring compliance in the 
area of anti-corruption.  
 
By corruption, Deutsche Telekom understands any behavior that is punishable under German criminal 
corruption law and corresponding criminal law provisions of foreign legal systems (particularly the 
UK Bribery Act, US Foreign Corrupt Practices Act (FCPA)). Deutsche Telekom established its 
compliance program based on the framework set out in IDW AssS 980 (09.2022). 
 
The description below serves as a basis for auditing Deutsche Telekom AG and its subsidiaries and 
affiliates (hereinafter referred to as DT) in accordance with IDW AssS 980 (09.2022). 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
In case of questions of understanding the German version is applicable. 
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2 Compliance Culture 


For DT it is particularly important that all employees, managers, and corporate bodies always conduct 
themselves in line with the company's values, adhere to applicable statutory regulations and follow 
internal rules. According to DT’s understanding, Compliance entails more than the mere legitimacy 
of a company's actions. It is aimed at promoting the integrity of all employees by appealing for ethical, 
courageous, and reflected behavior using specific instruments, such as communication campaigns 
and training courses. This is also reflected in the DT Guiding Principles covering the key company 
values, specifically in the principle „act with respect and integrity”.  
  
DT has a Code of Conduct that is used as a basic orientation framework for ensuring its people act 
with integrity and within the law. It bridges the gap between the DT Guiding Principles and the 
specific policies within the Group. The Code of Conduct applies worldwide to all employees, 
managers, and corporate bodies within DT, and provides specific information on the behavior it 
expects from them in their daily work.  
 
Group Compliance gains insights into the application of the Code of Conduct in everyday work by 
evaluating the respective question from the Group-wide employee survey. 
 
Additionally, the importance of compliance and proper conduct is emphasized and communicated in 
regular Tone from the Top communications from the Board of Management and local managing 
boards. This is done through various channels, for example articles and videos in the Group intranet, 
or personal posts on the internal social network, e-mails to employees or through personal 
presentations and talks.  
 
The Deutsche Telekom AG Board of Management uses personal statements to underline how 
important adherence to the rules is: 
 
“Compliance and integrity are the benchmark and requirement for our actions and indispensable 
component of our self-image. This is just as important for us on the board as it is for any and every 
single employee. We all contribute to sustainable business success of the company and take 
responsibility. Fulfilling this responsibility means that we always and everywhere comply with the 
applicable laws, ethical guidelines and internal requirements. There is no compromise here.” 
 


Tim Höttges, CEO of Deutsche Telekom AG, August 29, 2023 
extract from eLearning Compliance Fundamentals for all employees. 
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3 Compliance Objectives 


To be the leading European telecommunications provider, DT wants to be seen by its customers as a 
reliable and honest partner. Therefore, the aim is to prevent compliance violations and non-ethical 
business decisions and to integrate compliance permanently into business processes at an early 
stage. Preventing and combating corruption has a key role to play if the resulting high material and 
non-material damage (e.g., loss of trust) or unfair competition are to be avoided. 
 
The CMS sets out minimum standards that apply across the Group, however their implementation in 
the respective subsidiaries and affiliates is executed on a decentralized basis, depending on the CMS 
maturity model. Maturity-oriented compliance management is based on the conviction that a group 
with a large number of different subsidiaries or affiliates needs customized compliance solutions for 
the relevant company. 
 
Depending on the commercial development as well as the risk exposure, gradually increasing 
minimum requirements were defined for the subsidiaries and affiliates. It has been precisely specified 
how the relevant compliance management is to be set up. As such, Group Compliance takes into 
account the fact that company size and different complexities, together with the risk characteristics 
of the business model, place different requirements on an appropriate CMS. On this basis, the 
subsidiaries and affiliates are allocated to one of five clusters, each of which stipulates the 
compliance requirements to be met by them. A review is carried out once a year on the allocation of 
a subsidiary/affiliate to a cluster. If necessary, the cluster is adjusted. An online tool is available to 
carry out the review. 
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4 Compliance Risks 


To systematically identify, analyze and evaluate compliance risks, and from this to develop risk 
prevention measures, a Compliance Risk Assessment (CRA) - as an overarching process - is carried 
out by Group Compliance, coverinig certain affiliates and subsidiaries according to the maturity 
model.  
  
Group Compliance assists at a central level with local implementation and provides a standardized 
methodology. The aim behind this methodology is that risks are evaluated regarding likeliness and 
magnitude of possible damage (inherent risk), that already existing preventive measures are taken 
into consideration when steering the risk (actual risk), and new compliance measures are derived for 
which clear responsibilities are assigned.  
 
Compliance risks are presented using a risk landscape, some of which focus on anti-corruption, such 
as for example corruption, conflicts of interest, business partner risks and purchasing-related risks. 
The assessment of the inherent and actual risk is carried out according to a structured and 
standardized process using scenarios, red flag questions and questions about the existing control 
environment. Depending on the assessment of the risk, local measures must be defined. 
 
The CRA is carried out every 2 years. The maturity model determines whether the standardized 
methodology should be used or whether deviations from it are possible. A tool is provided to allow 
the subsidiaries and affiliates to carry out the CRA. 
 
Group Compliance uses the findings of the CRA to derive Group-wide risk-based measures and inform 
the Board of Management and the Audit Committee of the Deutsche Telekom AG supervisory Board 
of the situation regarding compliance risks within the Group. The Group compliance program is 
derived from the measures, the implementation of which is regularly reported to the Compliance 
Committee. 
 
In addition, in-depth analyzes of the effectiveness of the control environment are carried out in 
selected risk areas (focus risks) and companies. This so-called “focus CRA” was carried out for the 
first time in 2023. 
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5 Compliance Program 


The achievement of overarching compliance goals in business activities is supported by 
implementing the CMS in the three areas of “prevent”, “detect”, and “respond”: 
 


 
 
The basic elements – implemented in the subsidiaries and affiliates in different forms, depending on 
the cluster to which they are assigned – include: 
 


 Compliance governance (see 6 Compliance organization) 
 Reporting (see 8 Compliance monitoring and improvement) 


Also: 
 Awareness, incl. communication & training (see 7 Compliance communication) 
 Advice  
 Policies  
 3rd Party Compliance 
 Whistleblower portal 
 Compliance Risk Assessment (see 4 Compliance risk) 
 Case management and process improvement 


 
 
Advice 
To support employees with compliance-relevant behavioral uncertainties and to prevent any 
misconduct in advance, the compliance organization offers a compliance advisory service to all 
employees. Employees can ask compliance-relevant questions, for example with reference to the 
Code of Conduct or compliance-relevant policies, via compliance consulting portals, usually called 
“AskMe”. AskMe can be reached via various communication channels (e-mail, telephone). If, while 
processing inquiries, there are indications of compliance risks that go beyond the individual case, 
appropriate preventive or remedial measures will be taken - if necessary, in coordination with the 
responsible compliance officers. 
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Policies 
Group Compliance is responsible for the group's policy management. The creation, coordination and 
implementation of group policies takes place according to a binding process and requirements 
defined by Group Compliance. 
 
Responsibility for the creation and coordination of policies lies with the respective departments; they 
are responsible for creating the content and implementing the policies. Group Compliance consults 
and supports the creation, coordination and implementation of policies. Furthermore, Group 
Compliance encourages regular reviews and, if necessary, revisions and provides a central, group-
wide policy database. This supports both the publishers of group policies in rolling out new or revised 
group policies and employees in finding relevant group policies. 
 
DT has issued various group policies to counter corruption in the company, e.g., “Group Benefit 
Policy”, “Anti-Corruption Policy” and “Group Policy on Avoiding Corruption Risks When Dealing with 
Consultants”. To operationalize the requirements from the “Group Benefit Policy”, a tool (“Benefit 
Assessment Tool”) was introduced for Deutsche Telekom AG and the majority of the subsidiaries in 
Germany at the beginning of 2024, which makes it possible to check individually whether the 
acceptance or award of a benefit is permitted. 
 
The maturity model defines for each cluster which policies, respectively regulations are to be 
implemented to reduce corruption risks.  
 
Whistleblower portal 
With the “TellMe” whistleblower portal all external parties and employees can report compliance 
violations at any time, even anonymously. Individual subsidiaries or affiliates may offer local contact 
points for tip-offs that are known under a name that differs from "TellMe". 
 
Case management 
DT has implemented a clearly defined case management process for systematically dealing with 
compliance-related cases and tip-offs:   
 


 Group Compliance steers the case management process for cases with group relevance and 
is responsible for the case documentation, monitoring of the case progress and the 
preparation of status- and final reports. In such cases, Group Compliance monitors and 
documents the progress of the case using an IT-based documentation system (CMT). 


 
 Cases that are not group relevant can be forwarded to the subsidiary / affiliate for processing. 


According to the requirements of the maturity model, the subsidiaries and affiliates have each 
implemented a local process.   


 
 Confirmed cases will be sanctioned in accordance with national legislation. Sanctions under 


labor law can range from personnel interview to the termination of employment relationship. 
It can also affect contracts with business partners that can be terminated or not renewed in 
connection with uncovered misconduct. Where necessary, process adjustments in internal 
processes are initiated. 


 
Alongside the processes that fall directly under Group Compliance’ responsibility, one of the tasks is 
to ensure that compliance-related processes and checks are also implemented in business 
operations. In order that compliance is firmly anchored in business processes… 
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 … as part of 3rd party compliance, efforts are made to ensure that compliance requirements 
are implemented in the purchasing process. Before a contract is concluded with new business 
partners, it is checked whether they are listed on the group-wide non-compliant list. In 
addition, risk-oriented background checks are carried out. A so-called anti-corruption clause 
is also usually an integral part of contracts with suppliers. In addition, there are controls, for 
example when approving consultants, in the operational purchasing process or when 
identifying purchasing bypasses. 


 
 … relevant controls are implemented in the processes of initiating sponsorships, events, and 


donations to minimize the risk of corruption. 
 


 … sales processes include controls that serve as a preventive means of limiting the risks of 
corruption. Firstly, a background check is made on all potential new sales partners in a risk-
oriented manner. Also, controls are implemented regarding business relationships with 
external sales partners, e.g., when agreeing, verifying, and approving credit notes, discounts, 
and commissions.  


 
 … compliance rules are applied to HR processes. Before an offer of employment is made, 


managers must submit a certificate of good conduct (or equivalent) as part of an integrity 
check provided that this does not contradict local laws. Applicants for high management 
positions go through an Assessment Center or structured interviews in which checks are 
made to see how closely matched the values of the applicant and company are. Compliance 
awareness-raising, e.g., in the form of online information or eLearning, is targeted at new 
employees as they are brought on board. Moreover, managers are regularly assessed 
regarding their conduct as part of their annual appraisal, with integrity being a criterion in the 
process.  


 
 … a compliance due diligence, based on set criteria, is performed as part of M&A projects, 


with the aim of identifying potential corruption risks in advance. The areas under examination 
include among others an analysis of the country-specific and business-related corruption 
risks, a review of the CMS and potential compliance cases relating to the organization being 
acquired. If a decision to integrate a company is taken, the compliance requirements of the 
Group are implemented according to a defined process. 


 
 







CMS Deutsche Telekom AG I December 31, 2024 Internal 9 


6 Compliance Organization 


"Compliance organization" is the term used to describe the roles and responsibilities at all levels of 
the Group, from Deutsche Telekom AG's Board of Management to the Compliance Officers in the 
relevant subsidiaries and affiliates. In addition to the central compliance unit, Compliance Officers 
are also appointed at the segment area and subsidiary/affiliate level. They are in charge of local 
implementation of the CMS and compliance objectives. 
 
Since April 1, 2020, Group Compliance is assigned to the area “Law & Integrity” (L&I) in the board 
area Human Resources and Legal Affairs. The Chief Compliance Officer is heading the compliance 
department and has an organizational reporting line to the Head of L&I. 
 
To document tasks and responsibilities, so-called organizational profiles are used, in which the core 
compliance tasks, and operational reporting channels of the Chief Compliance Officer are described. 
This is based on the mandate of Group Compliance, which was reconfirmed by the Board of 
Management in December 2022 
 
Central compliance organization 


 The Chief Compliance Officer at DT and Group Compliance are responsible for the Group-
wide structuring, enhancement, implementation, and monitoring of the CMS, meaning for 
setting up and operating a CMS with a focus on anti-corruption. This includes e.g.: Definition, 
steering and monitoring of CMS governance and the CMS status within DT Group as well as 
definition, management, and implementation of the necessary measures to prevent, detect 
and respond to violations of anti-corruption laws. 


 
 The Chief Compliance Officer leads the international compliance organization professionally 


and has the right to report to the Audit Committee of the Deutsche Telekom AG Supervisory 
Board.  


 
 Deutsche Telekom AG has established a Compliance Committee, a cross-functional 


committee comprising representatives from e.g., HR, Legal, Internal Audit and other areas. It 
ensures that there is an exchange of information on compliance-related issues.  


 
Local compliance organization and responsibilities 


 In subsidiaries and affiliates, responsibility for compliance is assigned to a member of the top 
management. 


 
 Also, local compliance officers are nominated in the operating segments and subsidiaries and 


affiliates. They are in charge of local implementation (e. g., carry out CRA, trainings, local 
compliance consulting, reporting) of the CMS and compliance objectives.  


 
 To meet their responsibilities, all compliance officers have a clearly defined minimum pool of 


resources based on the areas for which they are responsible and the size of their 
subsidiary/affiliate, as well as the right to report to their respective supervisory bodies. 
 


 At least subsidiaries and affiliates that are allocated to the highest cluster have compliance 
committee with a similar role to the above-mentioned Deutsche Telekom AG committee. 
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To promote up-to-date compliance-related knowledge within the compliance organization, regular 
compliance-based courses and training sessions are offered to those responsible in both the central 
and local compliance organizations. 
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7 Compliance Communication 


Communication is an integral component of the CMS. Its purpose is to inform employees, raise 
awareness and create a secure framework of proper conduct as well as to foster a speak up culture in 
the company and provide transparency over the different compliance channels (e. g., AskMe, TellMe). 
At the same time DT is aiming to provide its stakeholders with information, on a transparent basis, 
regarding the most significant compliance developments, facts and figures.  
 
To this end, Group Compliance is developing a variety of measures, some of which are adopted by the 
subsidiaries and affiliated companies.  
 
Examples of this include:  


 Internal staff and manager communications (e.g., intranet, Telekom Social Network, posters, 
newsletters, and video statements) 


 Internal campaigns (topic-based, international awareness campaigns) 
 Internal events (e.g., International Compliance Days)  
 External communications (public relations, Internet) 
 Investor communications (shareholders' meeting, inquiries from investors and rating 


agencies, CSR report)  
 
Additionally, the subsidiaries and affiliates are also free to develop their own communication formats.  
 
The training concept is a key component of DT's CMS and provides for staff and management training. 
The courses offer training on compliance issues to the relevant target groups and communicate what 
DT's expectations are. The focus is placed on enhancing awareness of compliance risks at work and 
explaining in practical terms what ethical conduct conforming to the rules entails. 
 
All employees are assigned the eLearning Compliance Fundamentals in the learning plan of the 
respective learning management system. Participation rates are monitored. In addition, all 
employees generally have the opportunity for self-directed learning by obtaining information on their 
own on compliance pages on the intranet and voluntarily continuing their education through 
additional eLearning courses (e.g., anti-corruption). 
 
In addition, face-to-face training, or virtual training (e. g., in the form of Web-Ex conferences) at board 
or management level is carried out at least every three years. In addition, employees with particular 
risk exposure are trained as required. 
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8 Compliance Monitoring and Improvement 


The implementation of the CMS is continuously monitored and adapted to developments within and 
outside the company. Continuous monitoring measures include:  
 
Internal Audit 
Internal audit carries out both planned and ad-hoc audits at a central and local level. Topics to be 
examined are defined in the annual audit planning. Group Compliance shares findings on compliance 
risks (e.g., from the compliance risk assessment or compliance cases) with internal audit so that these 
can be incorporated into the annual audit planning. In principle, both the entire CMS and individual 
business processes can be examined for compliance aspects. Measures are implemented according 
to the measure program of internal audit by the respective responsible persons. 
 
Aligned Assurance Board 
The assurance functions are distributed across different board areas. Each assurance function has its 
own perspective and specific methodology regarding risk and control processes. The tasks of these 
functions are coordinated within the Aligned Assurance Board to ensure effective risk and control 
processes within DT group. The Aligned Assurance Board consists of the heads of the six assurance 
functions: data protection, compliance, security, internal control system, risk governance and group 
audit. As part of the Aligned Assurance Board, the assurance functions exchange information on the 
risk situation and current assurance topics within the group on a quarterly basis. 
 
Compliance Strategy 
The setup of the DT compliance management system is reviewed annually as part of a strategy 
workshop of the Group Compliance management team. The starting point is the compliance 
vision/mission, findings from compliance work and a review of the internal and external challenges 
and opportunities (e.g., legal framework, structural changes, etc.). On this basis, strategic measures, 
the annual compliance program for the following year and, if necessary, possible adjustments to the 
DT compliance management system are determined. The results are communicated to the Deutsche 
Telekom AG board of management and audit committee (as part of the compliance report), to the 
compliance committee and the compliance community. The implementation of the measures is 
checked and tracked during the year as part of a six-month review within the Group Compliance 
management team and at the end of the year as part of the strategy workshop. 
 
Reporting 
At Group level, compliance-relevant matters are reported to the Deutsche Telekom AG Management 
Board and Audit Committee of the Supervisory Board on a quarterly basis. This includes information 
on the further development of the CMS, relevant key figures, e.g., on the number of training 
participants, the number of compliance inquiries and information on significant compliance 
violations. In exceptional cases, it is also possible to report ad-hoc to the Board of Management and 
the Audit Committee. The reporting lines and processes from the level of the affiliates and 
subsidiaries up to the group holding company are defined. At subsidiary and affiliate level, it is 
determined to what extent, how often and to whom compliance reporting must be carried out. 
 
Internal Control System (ICS) 
The ICS defines certain compliance requirements. As part of the ICS self-assessment, these 
requirements are documented, and possible weaknesses are remedied by the affiliates and 
subsidiaries. 
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Additional continuous improvement measures include: 
 DT has external auditors carry out regular audits to ensure the structure of the CMS is 


appropriate and it is being effectively implemented. 
 


 Group Compliance is actively involved in various bodies and initiatives, such as for example 
the German Institute for Compliance (DICO) and has regular exchanges with Compliance 
Officers of other DAX 40 companies. 


 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
Bonn, December 31, 2024 
 
 
 
 
 


 
 


Dr. Marie von der Groeben 
Chief Compliance Officer 
Deutsche Telekom AG 
 











 


 


Appendix 2 
General Engagement  
Terms 











1. Scope of application
(1) These engagement terms apply to contracts between German Pub-
lic Auditors (Wirtschaftsprüferinnen/Wirtschaftsprüfer) or German Public 
Audit Firms (Wirtschaftsprüfungsgesellschaften) – hereinafter collectively 
referred to as ”German Public Auditors” – and their engaging parties for 
assurance services, tax advisory services, advice on business matters 
and other engagements except as otherwise agreed in writing (Textform) 
or prescribed by a mandatory rule.
(2) Third parties may derive claims from contracts between German Pub-
lic Auditors and engaging parties only when this is agreed or results from 
mandatory rules prescribed by law. In relation to such claims, these en-
gagement terms also apply to these third parties. A German Public Audi- 
tor is also entitled to invoke objections (Einwendungen) and defences  
(Einreden) arising from the contractual relationship with the engaging par-
ty to third parties. 


2. Scope and execution of the engagement
(1) Object of the engagement is the agreed service – not a particular 
economic result. The engagement will be performed in accordance with 
the German Principles of Proper Professional Conduct (Grundsätze ord- 
nungsmäßiger Berufsausübung). The German Public Auditor does not 
assume any management functions in connection with his services. The 
German Public Auditor is not responsible for the use or implementation of 
the results of his services. The German Public Auditor is entitled to make 
use of competent persons to conduct the engagement.
(2) Except for assurance engagements (betriebswirtschaftliche Prüfun-
gen), the consideration of foreign law requires an express agreement in 
writing (Textform).
(3) If circumstances or the legal situation change subsequent to the  


not obligated to refer the engaging party to changes or any consequences 
resulting therefrom.


3. The obligations of the engaging party to cooperate
(1) The engaging party shall ensure that all documents and further infor-
mation necessary for the performance of the engagement are provided to 
the German Public Auditor on a timely basis, and that he is informed of all 


of the engagement. This also applies to those documents and further 


the German Public Auditor’s work. The engaging party will also designate 
suitable persons to provide information.
(2) Upon the request of the German Public Auditor, the engaging party 


submitted as well as the explanations and statements provided in state-
ment as drafted by the German Public Auditor or in a legally accepted 
written form (gesetzliche Schriftform) or any other form determined by the 
German Public Auditor.


4. Ensuring independence
(1) The engaging party shall refrain from anything that endangers the 


-


engagements on their own behalf.
(2) Were the performance of the engagement to impair the independence 


apply in the same way as to the German Public Auditor in other engage-
ment relationships, the German Public Auditor is entitled to terminate the 
engagement for good cause.


5. Reporting and oral information
To the extent that the German Public Auditor is required to present results 
in a legally accepted written form (gesetzliche Schriftform) or in writing 
(Textform) as part of the work in executing the engagement, only that 


presentation is authoritative. Draft of such presentations are non-bind-
ing. Except as otherwise provided for by law or contractually agreed, oral 
statements and explanations by the German Public Auditor are binding 


-
formation of the German Public Auditor outside of the engagement are 
always non-binding.


6. Distribution of, a German Public Auditor‘s professional state-
ment
(1) The distribution to a third party of professional statements of the 
German Public Auditor (results of work or extracts of the results of work 


Public Auditor acting for the engaging party requires the German Public 
Auditor’s consent be issued in writing (Textform), unless the engaging 
party is obligated to distribute or inform due to law or a regulatory require-
ment.
(2) The use by the engaging party for promotional purposes of the Ger-
man Public Auditor’s professional statements and of information about the 
German Public Auditor acting for the engaging party is prohibited.


-
gaging party may reduce the fees or cancel the contract for failure of such 


refusal to perform subsequently, or for unconscionability or impossibility 
of subsequent performance. If the engagement was not commissioned 
by a consumer, the engaging party may only cancel the contract due to 


of subsequent performance, to subsequent non-performance, to uncon-
scionability or impossibility of subsequent performance. No. 9 applies to 
the extent that further claims for damages exist.
(2) The engaging party must assert a claim for subsequent performance 
(Nacherfüllung) in writing (Textform) without delay. Claims for subsequent 
performance pursuant to paragraph 1 not arising from an intentional act 
expire after one year subsequent to the commencement of the time limit 
under the statute of limitations.


Auditor’s professional statement (long-form reports, expert opinions etc.) 
may be corrected – also versus third parties – by the German Public Au-
ditor at any time. Misstatements which may call into question the results 
contained in a German Public Auditor’s professional statement entitle the 
German Public Auditor to withdraw such statement – also versus third 


engaging party, if practicable.


(1) Pursuant to the law (§ [Article] 323 Abs 1 [paragraph 1] HGB [Ger-
man Commercial Code: Handelsgesetzbuch], § 43 WPO [German Law  
regulating the Profession of Wirtschaftsprüfer: Wirtschaftsprüferordnung], 
§ 203 StGB [German Criminal Code: Strafgesetzbuch]) the German Pub-


-


of his professional work, unless the engaging party releases him from this 


(2) When processing personal data, the German Public Auditor will ob-
serve national and European legal provisions on data protection. 


9. Liability
(1) For legally required services by German Public Auditors, in particular 
audits, the respective legal limitations of liability, in particular the limitation 
of liability pursuant to § 323 Abs. 2 HGB, apply.
(2) Insofar neither a statutory limitation of liability is applicable, nor an 
individual contractual limitation of liability exists, claims for damages 
due to negligence arising out of the contractual relationship between the  


[Translator‘s notes are in square brackets] 


General Engagement Terms
for


Wirtschaftsprüferinnen, Wirtschaftsprüfer and  
Wirtschaftsprüfungsgesellschaften


[German Public Auditors and Public Audit Firms]  
as of January 1, 2024
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engaging party and the German Public Auditor, except for damages resulting 
from injury to life, body or health as well as for damages that constitute a 
duty of replacement by a producer pursuant to § 1 ProdHaftG [German Prod-
uct Liability Act: Produkthaftungsgesetz], are limited to € 4 million pursuant 
to § 54 a Abs. 1 Number 2 WPO. This applies equally to claims against the 
German Public Auditor made by third parties arising from, or in connection 
with, the contractual relationship. 
(3) When multiple claimants assert a claim for damages arising from an 
existing contractual relationship with the German Public Auditor due to the 
German Public Auditor’s negligent breach of duty, the maximum amount 
stipulated in paragraph 2 applies to the respective claims of all claimants 
collectively.
(4) The maximum amount under paragraph 2 relates to an individual case 
of damages. An individual case of damages also exists in relation to a uni-
form damage arising from a number of breaches of duty. The individual case 
of damages encompasses all consequences from a breach of duty regard-
less of whether the damages occurred in one year or in a number of suc-
cessive years. In this case, multiple acts or omissions based on the same 
source of error or on a source of error of an equivalent nature are deemed to 
be a single breach of duty if the matters in question are legally or economi-
cally connected to one another. In this event the claim against the German 
Public Auditor is limited to € 5 million. 


-
sequent to the written statement (Textform) of refusal of acceptance of the 
indemnity and the engaging party has been informed of this consequence. 
This does not apply to claims for damages resulting from scienter, a culpable 
injury to life, body or health as well as for damages that constitute a liability 
for replacement by a producer pursuant to § 1 ProdHaftG. The right to invoke 


10. Supplementary provisions for audit engagements


management report audited by a German Public Auditor and accompanied 
by an auditor‘s report (Bestätigungsvermerk), he may no longer use this 
auditor’s report.
If the German Public Auditor has not issued an auditor‘s report, a reference 
to the audit conducted by the German Public Auditor in the management 
report or any other public reference is permitted only with the German Pub-
lic Auditor’s consent, issued in a legally accepted written form (gesetzliche 
Schriftform), and with a wording authorized by him.
(2) lf the German Public Auditor revokes the auditor‘s report, it may no 
longer be used. lf the engaging party has already made use of the auditor‘s 
report, then upon the request of the German Public Auditor he must give 


-


11. Supplementary provisions for assistance in tax matters
(1) When advising on an individual tax issue as well as when providing 
ongoing tax advice, the German Public Auditor is entitled to use as a correct 
and complete basis the facts provided by the engaging party – especially  
numerical disclosures; this also applies to bookkeeping engagements.  
Nevertheless, he is obligated to indicate to the engaging party any material 


(2) The tax advisory engagement does not encompass procedures re-
quired to observe deadlines, unless the German Public Auditor has explicitly  
accepted a corresponding engagement. In this case the engaging party 
must provide the German Public Auditor with all documents required to ob-
serve deadlines – in particular tax assessments – on such a timely basis that 
the German Public Auditor has an appropriate lead time.
(3) Except as agreed otherwise in writing (Textform), ongoing tax advice 
encompasses the following work during the contract period:
a) preparation and electronic transmission of annual tax returns, including 


tax, corporate tax and business tax, namely on the basis of the annual 


required for the taxation, to be provided by the engaging party
b) examination of tax assessments in relation to the taxes referred to in (a)
c) negotiations with tax authorities in connection with the returns and  


assessments mentioned in (a) and (b)
d) support in tax audits and evaluation of the results of tax audits with 


respect to the taxes referred to in (a)
e) participation in petition or protest and appeal procedures with respect to 


the taxes mentioned in (a).
In the aforementioned tasks the German Public Auditor takes into account 
material published legal decisions and administrative interpretations.


the work mentioned under paragraph 3 (d) and (e) is to be remunerated 
separately, except as agreed otherwise in writing (Textform).
(5) Insofar the German Public Auditor is also a German Tax Advis- 
or and the German Tax Advice Remuneration Regulation (Steuer- 
beratungsvergütungsverordnung) is to be applied to calculate the remunera- 
tion, a greater or lesser remuneration than the legal default remuneration 
can be agreed in writing (Textform).
(6) Work relating to special individual issues for income tax, corporate tax, 
business tax and valuation assessments for property units as well as all 
issues in relation to sales tax, payroll tax, other taxes and dues requires a 
separate engagement. This also applies to:


estate sales tax;
b) support and representation in proceedings before tax and administrative 


courts and in criminal tax matters;
c) advisory work and work related to expert opinions in connection with 


changes in legal form and other re-organizations, capital increases and 
reductions, insolvency related business reorganizations, admission and 
retirement of owners, sale of a business, liquidations and the like, and


d) support in complying with disclosure and documentation obligations.
(7) To the extent that the preparation of the annual sales tax return is under- 
taken as additional work, this includes neither the review of any special ac-
counting prerequisites nor the issue as to whether all potential sales tax 


compilation of documents to claim the input tax credit.


12. Electronic communication
Communication between the German Public Auditor and the engaging par-
ty may be via e-mail. In the event that the engaging party does not wish 
to communicate via e-mail or sets special security requirements, such as 
the encryption of e-mails, the engaging party will inform the German Public  
Auditor in writing (Textform) accordingly.


13. Remuneration
(1) In addition to his claims for fees, the German Public Auditor is entitled 
to claim reimbursement of his expenses; sales tax will be billed additionally. 
He may claim appropriate advances on remuneration and reimbursement of 
expenses and may make the delivery of his services dependent upon the 
complete satisfaction of his claims. Multiple engaging parties are jointly and 
severally liable.


 
German Public Auditor’s claims for remuneration and reimbursement of  
expenses is admissible only for undisputed claims or claims determined to 
be legally binding.


14. Dispute Settlement
The German Public Auditor is not prepared to participate in dispute  
settlement procedures before a consumer arbitration board (Verbraucher- 
schlichtungsstelle) within the meaning of § 2 of the German Act on Consum-
er Dispute Settlements (Verbraucherstreitbeilegungsgesetz).


The contract, the performance of the services and all claims resulting there-
from are exclusively governed by German law.
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